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During the holiday season, fraudsters take advantage of our busy schedules and holiday 
spending, and this can make you more susceptible to scams. It's important to take 
precautions to keep your personal and financial information safe.

These scams can come through text messages, emails or phone calls. The fraudsters can 
be sophisticated and even “spoof” (or copy) the financial institution’ s phone number and 
claim to be contacting you from Landings.

Typically, fraudsters tell members they are calling to discuss suspicious transactions but 
need to verify the member’s identity, card or account information in order to proceed. 

LANDINGS WILL NEVER ASK YOU TO VERIFY YOUR FULL SOCIAL SECURITY, ACCOUNT 
OR FULL 16-DIGIT CARD NUMBER, YOUR PIN, ONLINE BANKING LOGIN OR 
PASSWORD, OR YOUR CVV (3 DIGIT SECURITY CODE ON YOUR DEBIT/CREDIT CARD). 

We encourage you to contact us if you ever receive this type of attempt to gain access to 
your Landings account or card information. 

Please call or send a secure message through home banking and we’ll be more than 
happy to assist you.

Thank you!
Brian Lee, President/CEO

protect yourself
FROM FRAUD




